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Panduit Security Bulletin 
Release 3 
Apache Log4j 2.x Vulnerability (Log4Shell)  

6 January 2022 
 

Overview  
Panduit is aware of the vulnerability known as Log4Shell impacting Apache Log4j, an 
open-source code project frequently used by applications and services from a variety of 
vendors.  

At this time, we are not aware of any Panduit products that are affected by the 
vulnerability.  

Panduit Products 
 

 
 

For more information about Log4j 2.x, please visit the Apache logging services log4j 
security page https://logging.apache.org/log4j/2.x/security.html. 

 

Panduit Product Version Affected

Gen5 PDU All No

Gen5 iHandle All No

Gen3 Gateways All No

Gen3 PDU All No

PViQ PM/EM All No

UltraCap UPS All No

In-Rack UPS-NMC All No

OptiCam                           All No

Printer and Label Software All No

SmartZone Cloud All No

SmartZone DCIM All No

SynapSoft                         All No

IntraVUE All No

https://logging.apache.org/log4j/2.x/security.html

